
A leader in data security and DLP, GTB Technolo-
gies has been named one of the “Top 25 Cyber 
Security Companies” by The Software Report.

File Activitiy Monitoring
Providing full control in processes 
such as data breaches, internal 
threats and non-compliance with 
continuous monitoring of file usage 
areas.

Cloud Data Protection
Introducing context-aware data loss 
prevention toolkits for advanced 
enterprise cloud storage services that 
are easy to add.

Box, Dropbox, Google Drive, OneDrive 
Ensuring corporate compliance and 
creating new policies for accounts that 
provide auditing and IP protection.

Network DLP
Obtaining precise and detailed 
information about where the data 
circulating in the internal network goes 
and what is done with this data, and 
implementation of DLP policies.

Data Discovery and Classification
Discovering, classifying, moving or 
deleting data, taking inventory, 
improving, controlling and protecting 
sensitive and critical data.

OCR (Optical Character Recognition)
Easily scanning and detecting visible or 
confidential information in documents, 
data discovery and classification with 
Organizer OCR, that is, Optical 
Character Identifier.

Advanced Endpoint Protection
Providing protection without the need 
for network connectivity and gaining 
visibility into the SSL endpoint.

KEY FEATURES

Data protection leader GTB Technologies has been providing a variety of data security solu-
tions for the world's largest companies and institutions for over 15 years.

By creating data-centric security solutions, GTB proactively protects data and stops breaches, 
and protects companies and institutions from cyber threats.

DATA SHEET



Endpoint copy, write and print control.

A ready-made solution set that KVKK and GDPR 
directly point to.

100% Turkish language and character support.

The first and only solution that can do DLP, data classification, 
network protection and application control with a single agent.

The only solution that can discover and classify 
historical data on end users' devices.

Organizer OCR (Optical Character Identifier) capability.

Possibility of auditing in browsers without the need for a 
plug-in.

Main Advantages

DATA SHEET

GTB TECHNOLOGIES SOLUTIONS

Network DLP
• Enable network-level DLP in non-agent-installed 
environments.
• Ensure your mail and web security.
• It supports different modes in multi-location structures. 
(Load balancing, child console etc.)

Data Classification
• Perform automatic data classification based on file 
content.
• Manage data security policies and control data stores.
• Have the flexibility to customize classification levels that 
match existing data loss prevention policies.

File Activity Manager
• Control your sensitive data.
• Focus on content and monitor all activity and ensure full 
protection in case your important data moves.
• Identify blind spots, be ready to take action against 
potential threats.

Data Discovery
• With GTB Data Discovery, you don't need additional 
devices or expensive servers.
• Centrally install and control the protection and discovery 
module with the GTB Central Console.
• Achieve 1GB per minute scanning speed with Multi-Thread-
ing technology.

Office 365 DLP
• Discover and protect sensitive data.
• Identify sensitive content to/from Office 365.
• Discover, categorize and share data across the entire 
company.

Application Security
• Receive direct notifications of potential threats.
• Inspect network traffic and stop complex threats.
• Block unauthorized applications and provide continuous 
visibility.

OCR (Optical Character Recognition)
• Easily scan and detect visible or hidden information in 
documents.
• Discover and classify the data.
• Provide full protection for still or moving images.
• 3 OCR engines embedded in Agent, Inspector and 
Discovery modules

Cloud DLP
• Prevent sensitive data from leaking out.
• View who is accessing which cloud service and sending 
sensitive data.
• Confidential file or sensitive data uploads.

Agentless Data Discovery and Classification
• Provide fast and easy integration with agentless 
architecture.
• Offer rapid deployment by IT staff and a user-friendly 
environment.
• Perform data discovery and classification in non-agent 
environments.

Data Loss and Leak Prevention
• Be aware of who is accessing the data and who is not.
• Make data classification with a single agent and easily 
manage DLP (Data Loss Prevention) and application control.
• Monitor the transmission of data in real time.


